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Memorandum of Understanding

 between 

Police, Fire & Crime Commissioner for Essex

and East of England Probation Service 

for the co-commissioning of rehabilitative and resettlement interventions 





1. Parties, purpose and principles 
1.1. The Parties to this Memorandum of Understanding (MoU) are:
1.1.1. East of England Probation Service (a part of His Majesty’s Prison and Probation Service (“HMPPS”)), operating on behalf of the Secretary of State for Justice of 102 Petty France, London, SW1H 9AJ (collectively, “EofEPS”).
1.1.2. Police, Fire and Crime Commissioner for Essex, Kelvedon Park, London Road, Rivenhall, Witham, Essex CM8 3HB – Lead Commissioner 
together, the “Parties” or individually a “Party”.
1.2. The purpose of this MoU is to agree a general approach to the co-commissioning of and co-investment in rehabilitative and resettlement services between the Parties. 
1.3. The Parties shall commit to work together to agree co-commissioning plans and the procurement of HGV Driver Training services as set out in Annex 4 (the “Services) for a period of 6 months from 1st October 2023 onwards.
1.4. The work under this MoU should be conducted in a spirit of cooperation in order to achieve the shared aim of reducing reoffending and delivering public services effectively and efficiently. Both Parties agree to act in good faith to support the objectives and principles of this MoU and adhere to the Co-Commissioning Principles listed in Annex 1 to this MoU.
1.5. The following principles will govern any work carried out under this MoU:
1.5.1. Each Party will share relevant information with the other Party as openly as possible and make decisions as transparently as possible with regard to the other Party. 
1.5.2. Each Party will ensure that its own internal governance and financial management requirements are satisfied and each Party will provide support as reasonably requested by the other Party to satisfy that Party’s governance and audit requirements. The Lead Commissioner will share evidence of their budgetary and procurement approval with the other Party for their records.
1.5.3. Each Party will have a role in specifying the Services and any supporting requirements (e.g. performance, payment, IT, staff transfer, vetting, estates, eligibility criteria for the service, cohorts to be targeted, outcomes etc).
1.5.4. [bookmark: _Hlk53415468]Each Party will cover its own internal costs related to procurement and contract management.
1.5.5. A governance structure and escalation route is to be established between the Parties to support the co-commissioning and is appended to Annex 3 of this MoU. 
1.5.6. Any press release or media on the Services will be agreed and undertaken jointly between the Parties. Both Parties will have the opportunity to review and approve any press release or media relating to the Services before its release.
1.5.7. If either Party becomes aware of any performance concerns or reputational risk involving the Services, they will ensure the other Party is made aware.
2. Term and Termination
2.1. [bookmark: _Ref132103162]This MoU commences upon execution of this MoU by both Parties and shall terminate on 31st March 2024.
2.2. The Parties acknowledge and agree that the term of the MoU can only be renewed or extended with the prior written agreement of all Parties.
2.3. [bookmark: _Ref132639699]EofEPS may terminate this MoU immediately by serving a written notice on the Lead Commissioner if the funding contributions made in accordance with Clause 3 or any part of them are being used for any purpose other than in accordance with this MoU and the service requirements and outcomes described in Annex 4.
2.4. [bookmark: _Ref132639701]EofEPS may terminate this MoU by giving 14 days’ written notice if the Lead Commissioner fails to deliver the service requirements and outcomes described in Annex 4.
2.5. If the MoU is terminated by EofEPS pursuant to Clause 2.3 or Clause 2.4, the Lead Commissioner will refund EofEPS any funding which EofEPS has pre-paid pursuant to Clause 3.
3. [bookmark: _Ref132104089]Funding Contributions
3.1. [bookmark: _Ref132102145]EofEPS shall allocate £35,000 in line with its budget for the period up to 31st March 2024, as per the table below.
	
	CY1 (23/24)

	Payment
	£35,000



3.2. [bookmark: _Ref132102329]The Lead Commissioner will allocate £10,000 in total for the duration of this MoU, as per the table below.
	[bookmark: _Hlk95984100]
	CY2 (23/24)

	Payment
	£10,000



3.3. EofEPS shall pay its funding contributions to the Lead Commissioner in accordance with Clause 3.1 and following the receipt of such invoices as are required by EofEPS from time to time.
3.4. The Lead Commissioner is responsible for payment of the provider(s) of the Services (the “Provider(s)”) pursuant to and in accordance with the terms of the contract(s) or grant(s) (as applicable) entered into between the Lead Commissioner and the Provider(s) (the “Contract(s)”). A joint cost impact assessment shall be carried out by the Parties, adhering to the best practice principles of should cost modelling, as appropriate, to agree and seek approval of the total cost for the services to be procured.
3.5. Any potential savings from the allocated funding shall be discussed by the Parties in good faith and used either to maximise investment in the existing co-commissioned services or to support future co-commissioning arrangements. Any leftover funding that is carried over at the end of the MoU will be specified in a separate written agreement between the Parties. 
3.6. The use and/or deployment of any additional funding which becomes available to either Party in relation to the services shall be discussed in good faith with the other Party and its use aligned with the co-commissioned services where possible and appropriate.
3.7. If the Contract(s) is terminated in advance of expiry, charges may be recoverable proportionate to funds paid by the EofEPS. The sum may be requested either through an invoice raised by the EofEPS or deducted from any further sum becoming due.
3.8. Any proposed increase in allocated funding above which is set out in 3.1 and 3.2 shall be subject to prior written agreement between the Parties.
3.9. Should payment not be made in full to any supplier by the Lead Commissioner for whatsoever reason throughout the term of this MoU, the Lead Commissioner shall return the funding contributions owed to the respective Party, relative to their contribution at 3.1 and 3.2 above.
4. HMPPS requirements
1. 
2. 
3. 
4. 
4.1. It is acknowledged both Parties have various requirements which must be met as part of any funding of Services. The Lead Commissioner commits to, and to procuring that its Provider(s) commit to, working in good faith to include all of these requirements in all Contracts entered into that arise out of or are associated with this MoU. 
4.2. The following requirements must be included in all Contracts for the co-commissioning of the Services:
4.2.1. The essential services and outcomes (as defined in Annex 4) that need to be provided to any Person on Probation which EofEPS refers.
4.2.2. Providers will need to meet HMPPS information assurance and staff vetting requirements as set out in the relevant Probation Instructions and Policy Frameworks and any guidance issued by EofEPS from time to time (as amended from time to time). The current Probation Instructions, Policy Frameworks and guidance are appended to and/or linked from Annex 5 to this MoU. 
4.2.3. Providers will need to demonstrate Good Industry Practice with regards to the Government’s 10 Steps to Cyber Security, currently available at:              https://www.ncsc.gov.uk/guidance/10-steps-cyber-security.
4.2.4. Audit and inspection rights must be included in the Contracts. These should include financial audit as well as HMPPS and HMI Probation representatives inspection rights. 
4.2.5. Providers need to be made aware of and accept staff transfer (TUPE) requirements (if applicable) and full details of the potential scale and extent of the TUPE should be provided by the relevant Party at the earliest opportunity.
4.3. Any Contract (including any variation to an existing Contract) entered into by the Lead Commissioner in relation to the provision of the Services must be procured in accordance with the Public Contracts Regulations 2015 (PCR 2015) or Grants Functional Standards if applicable, and/or any subsequent applicable legislation. The responsibility for all transparency and publishing requirements for contracts or grants will fall to the Lead Commissioner. 
4.4. Contracts should not be entered into with Providers that trigger any of the mandatory exclusion grounds set out in regulation 57 of the PCR 2015.
5. [bookmark: _Ref127180104]Confidentiality
5.1. Each Party undertakes that it shall keep any information that is confidential in nature concerning this MoU or the other Party including any details of its business, affairs, customers, clients, suppliers, plans or strategy (“Confidential Information”) confidential and that it shall not use or disclose the any other Party’s Confidential Information to any person, except as permitted by this Clause 5.
5.2. The provisions of this clause shall not apply to any Confidential Information that:
5.2.1. is or becomes generally available to the public (other than as a result of its disclosure by the receiving Party or its representatives in breach of this clause);
5.2.2. was available to the receiving Party on a non-confidential basis before disclosure by the disclosing Party; or
5.2.3. was, is or becomes available to the receiving Party on a non-confidential basis from a person who, to the receiving Party’s knowledge, is not bound by a confidentiality agreement with the disclosing Party or otherwise prohibited from disclosing the information to the receiving Party.
5.3. Each Party may:
5.3.1. disclose any other Party’s Confidential Information to those of its employees, officers, representatives, subcontractors or advisers who need to know the relevant Confidential Information for the purposes of the performance of this MoU, provided that it shall ensure that each of its employees, officers, representatives, subcontractors or advisers to whom Confidential Information is disclosed is aware of its confidential nature and complies with this Clause 5; 
5.3.2. disclose any other Party’s Confidential Information to the extent required by law, any court, any governmental, regulatory or supervisory authority (including any regulated investment exchange) or any other authority of competent jurisdiction; and 
5.3.3. use Confidential Information only as expressly provided under this MoU or otherwise as and to the extent required for the purpose of exploiting its rights and fulfilling its obligations under this MoU.
5.4. Each Party shall comply with the requirements of the Freedom of Information Act 2000 and the Environmental Information Regulations 2004.
6. [bookmark: _Toc126337536][bookmark: _Ref127180945]Data Protection
6.1. [bookmark: _Ref127181462]If any personal data (as defined in applicable data protection laws) is proposed to be shared between the Parties (“Shared Personal Data”), the Parties shall enter into a data sharing agreement, to be provided by EofEPS, prior to sharing such personal data. Each party shall comply with all applicable laws in respect of the processing of any Shared Personal Data, including (without limitation) the provision of privacy notices where required.
6.2. Each Party shall enter into a separate data sharing agreement with the Provider(s) as required in accordance with applicable data protection laws. 
6.3. Each Party shall notify the other Party within 24 hours of it becoming aware of any personal data breach or loss of data by the Provider(s).
6.4. The Parties have agreed certain obligations relating to the sharing of information that is not personal data in Annex 2 to this MoU.
7. [bookmark: _Ref128482191]  Notices
7.1. Notices under this MoU shall be in writing and sent to the address as set out on the first page of this MoU or to the following email address:
7.1.1. [louise.renyard@justice.gov.uk] in the case of HMPPS; and
7.1.2. [greg.myddelton@essex.police.uk] in the case of the Lead Commissioner.
  This Clause does not apply to notices given in legal proceedings or arbitration.
8. Announcements
No announcement or other public disclosure concerning this MoU or any of the matters contained in it shall be made by, or on behalf of, a Party without the prior written consent of the other Party (such consent not to be unreasonably withheld or delayed), except as required by law, any court, any governmental, regulatory or supervisory authority (including any recognised investment exchange) or any other authority of competent jurisdiction.
9. Variation
No variation of this MoU shall be valid or effective unless it is in writing, refers to this MoU and is duly signed or executed by, or on behalf of, each Party.
10. [bookmark: _Ref127181473]Third Party Rights and Agency
A person who is not a Party to this MoU shall not have any rights under the Contracts (Rights of Third Parties) Act 1999 to enforce any of the provisions of this MoU.
Save to the extent expressly stated in this MoU, neither of the Parties shall be entitled to contract on behalf of or otherwise bind or act as an agent for the other Party in any way.
11. [bookmark: _Ref127181481]Governing Law
This MoU and any dispute or claim arising out of, or in connection with, it, its subject matter or formation (including non-contractual disputes or claims) shall be governed by, and construed in accordance with, the laws of England and Wales.
12. [bookmark: _Ref127181485]Jurisdiction
The Parties irrevocably agree that the courts of England and Wales shall have exclusive jurisdiction to settle any dispute or claim arising out of, or in connection with, this MoU, its subject matter or formation (including non-contractual disputes or claims).
13. Counterparts
This MoU may be executed in any number of counterparts. All counterparts taken together when all signed, constitute one agreement. A Party may execute this MoU by signing any counterpart.



Annex 1: Principles for co-commissioning and alignment of commissioned services

The following principles should be adhered to irrespective of whether a co-commissioning or “alignment of commissioning” route is adopted: 

· A Joint Needs Assessment should be undertaken to underpin current and future commissioning of services.  This should ensure the voice of the person on probation is included. 
· A shared outcomes framework should be agreed in order to monitor progress and performance against the Joint Needs Assessment. 
· All services should aim to achieve better outcomes for offenders, ex-offenders and victims. 
· Service design should be evidence-based, building on recognised best practice and/or testing new innovation and allow for continuous evaluation and improvement throughout the delivery period.
· Both Parties should be able to comment on specifications.
· Both Parties should have a role in the evaluation and the letting of the contracts.
· Both Parties should have a role in regular contract/grant monitoring of the Provider(s).
· Each Party can commission services independently from one another where it is appropriate to do so. 
· A governance structure will be identified to support these processes. 
· The Lead Commissioner will share all business case and procurement strategy approval evidence with the other Party for audit and accountability purposes before launching with market.

Principles of Co-commissioning 

· Services and specifications should be designed through collaboration. 
· The Parties will agree at the outset which of them will be the lead commissioner for the co-commissioned rehabilitative services and what the respective roles and responsibilities of each Party will be throughout the process. 
· The services commissioned shall reflect the priorities set out in the Joint Needs Assessment. 
· The Parties will agree at the outset as to which of them will take the lead role in procurement and contract management (this will take account of financial contribution, resources and expertise).
· Sufficient time is to be given in the design and procurement phases to ensure each Party’s governance/sign off processes are achievable. 
· Co-commissioning should be the first option where the above points can be achieved and where it represents the best value for money, and enhances social value.

 Principles of “alignment of commissioning” 

· The Parties should consult with each other before the development and commissioning of new services to ensure that services align and to avoid duplication. 
· Where services are already in existence that have a clear overlap with a new service, alignment should be considered in order to avoid duplication.
· Outside of contract management, performance information, issues of concern, and examples of best practice will be shared to ensure learning is applied across services. 



Annex 2: Contract Management Information Sharing Protocol

· This Annex sets out the information sharing arrangement between EofEPS and the Lead Commissioner who have jointly engaged in securing the provision of the Services in the EofE region. 

· This Annex is not intended to address the sharing of any Shared Personal Data (as defined in Clause 7 of the MoU). If any Shared Personal Data is proposed to be shared between the Parties, the Parties shall enter into a data sharing agreement in accordance with Clause 7 of the MoU. 

· This Annex does not remove or reduce any existing legal obligations or responsibilities of either Party, for example as data controllers or data processors under the UK GDPR and the Data Protection Act 2018. All Parties will be recognised as data controllers in their own right unless otherwise agreed in a data sharing agreement signed by the Parties. 

· The information shared between EofEPS and the Lead Commissioner shall enable both Parties, and the Provider(s), to obtain an understanding of the effectiveness of provision of the Services. This increased understanding will allow for public resources to be targeted at areas where they have the greatest impact and ensure that the public purse is getting value for money.

· Information transferred between the Parties throughout the duration of the MoU shall be for the purpose of evaluating the Services received from the Provider(s) including performance monitoring and compliance activities. All data provided by the Probation Service will be anonymised and will be in the form of statistical data only. All information pertaining to or identifying any living individual will be removed. 

· The routine information exchange will be for the purposes of collaborative contract management. 

· It is acknowledged that it is each Party’s obligation to maintain an adequate and effective system of controls to govern information within their organisations and that EofEPS places reliance on those controls as the underpinning of this MoU. 




Annex 3: Governance and Escalation Route

The contract management relationship between EofEPS and the Lead Commissioner in relation to governance and escalation shall be underpinned by the following principles:

1. Contract Management

[bookmark: _Hlk96529140]1.1	During the funding period identified in Clause 2.1, the Lead Commissioner and EofEPS shall meet the Provider(s) on a quarterly basis at a minimum in a medium which suits attendees for the purposes of performance management and contract meetings. These meetings will include a discussion on performance, targets and spend. 
1.2	During the same said funding period identified, the Provider(s) will provide a monthly performance report to the Lead Commissioner and EofEPS which is based upon the agreed performance measures.

2.  Service Changes

2.1	Any service changes proposed by the Lead Commissioner and/or the Provider(s) shall be disseminated to EofEPS for comment. In the event service changes are required by EofEPS, the Lead Commissioner shall enable direct discussions with the Provider(s) to be undertaken. Any subsequent Contract Change Variations driven by EofEPS shall require EofEPS to approve the reflective documentation prior to contract incorporation to ensure all requirements have been captured.

3.  Supplier Reviews

3.1	In addition to the quarterly meetings scheduled with the Provider(s), as a minimum EofEPS and the Lead Commissioner shall meet separately no less than once each contract year for the purposes of an annual review. The meeting shall be diarised and minuted, and the agenda shall be developed based on operational requirements which shall capture as a minimum:
· overall supplier performance, 
· potential service changes, 
· supplier innovation(s), 
· emerging risks and issues, and 
· financial stability review of the supplier.

3.2	Any barrier(s) identified by either of the Parties that would affect performance shall be raised and discussed with the other Parties, and a plan to address any shortfall in performance will be agreed.
3.3	In the event of a Provider(s) service failure event, the Lead Commissioner shall notify EofEPS of any contractual levers it may invoke prior to enactment, to enable EofEPS to ascertain likely service impacts to the Criminal Justice element of delivery, and in the event delivery and performance is impacted, how these shall be managed.

4.  Assigned Personnel

4.1 	Initial assigned personnel are detailed in the tables below. In the event any or all or the personnel change throughout the duration of the MoU, replacement personnel shall be notified and confirmed through email correspondence and an audit trail to this effect shall be maintained. 

4.2	EofEPS local points of contact are confirmed as:
	
	Operational
	Martin Lucas
	Head of Probation Delivery Unit – South Essex
	

	Contract Management
	Louise Renyard
	Commissioning & Partnerships Manager
	



4.3 	Lead Commissioner local points of contact are confirmed as: 
	
	Operational
	Greg Myddelton
	Strategic Head of Partnerships & Delivery
	

	Contract Management
	Greg Myddelton
	Strategic Head of Partnerships & Delivery
	


	
5.  Escalation

5.1	Escalation personnel are detailed in the tables below. In the event any or all or the personnel change throughout the duration of the Agreement, replacement personnel shall be notified and confirmed through email correspondence and an audit trail to this effect shall be maintained.

5.2	In the event either Party has any concerning issue which cannot be resolved to adequate satisfaction through the local points of contact, escalation is required to achieve this. Resolution shall be achieved when both Parties are content with the outcome derived.

5.3	EofEPS escalation tiers: 
		
	Tier 1
	Alex Osler

	Head of Operations
	

	Tier 2
	Hilary Collyer
	Head of Community Integration
	

	Tier 3

	Steve Johnson-Proctor
	Regional Probation Director
	



5.4	Lead Commissioner escalation tiers: 
	
	Tier 1
	Pippa Brent-Isherwood
	Chief Executive & Monitoring Officer
	

	Tier 2
	
	
	



5.5	Escalation requires both Parties to be provided an initial information set by 	email comprising of all relevant details. Acknowledgment of the escalation is 	required within five working days of receipt, following which both Parties shall 	endeavour to resolve the escalation within fourteen [14] working days.

Annex 4: Service Requirements & Outcomes

a) Purpose: 

· To deliver HGV Driver Training to a selected number of people on probation in the Essex North and South PDU areas.  The service will be offered with the following criteria:

· The person on probation must be ‘work ready’
· The person on probation must have a local connection to Essex
· The person on probation must be over the age of 21 (the minimum age is 18 but we suggest 21)
· The person on probation must have held a driving licence for a minimum of 2 years

· To provide the person on probation with training in order to:

· Achieve long-term stable employment
· Take control of their lives
· Achieve greater stability from gaining employment.
· Achieve long-term desistance from crime.

b)	Key Deliverables

· The person on probation is successful in passing their HGV Driving Test and gains employment

c)	Outcomes 

The key outcomes measures to be achieved, as demonstrated by monitoring (using feedback from the provider and peer mentors) are:

· The person on probation fully engages with the service and complies to any rule and/or legislation applicable

· Successful employment.

· Personal stability, health and wellbeing.

· Achievement of wider life goals, including ease of access to accommodation due to having a good income, social activity, training and employment.

· Long-term desistance from crime.


d) Finance Information/Total of Grant Award


The total fund available for this training across Essex, using 2 providers (one North, one South) will be £35,000 – co-commissioned with Essex PFCC



e) Financial Breakdown of budget for a 1 year service 

	Financial Year Breakdown
	2023/24

	ROIF Amount
	£35,000

	Essex PFCC contribution
	£10,000



Schedule 1 Financial Breakdown

	Financial Years
	Year 1
2023/24

	Dates TBC
	£45,000



Please kindly note that a £400pp deposit is required for those people on probation for training in Essex South at the point of referral.

Payments will be made to the training providers via Essex PFCC.  Essex PFCC will invoice Probation for the £35,000 at the point of the MOU being signed off.

Annex 5: HMPPS Information Security and Provider Staff Vetting requirements

HMPPS Information Security Policy Framework
Information Security Policy Framework (publishing.service.gov.uk)

HMPPS Security Vetting Probation Instructions
Available here: Probation instructions (PIs) - GOV.UK (www.gov.uk)

Guidance:




Agreed by the Parties through their duly authorised representatives:
Execution
	Signature on behalf of the Secretary of State for Justice
	Signature on behalf of [Lead Commissioner]

	Signature

	
	Signature

	

	Print Name

	David Rainbird
	Print Name

	Pippa Brent-Isherwood

	Position

	Commercial Business Partner
	Position 
	Chief Executive and Monitoring Officer

	Date

	
	Date
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Data sharing agreement (external) 


THIS DSA is made on the 16/10/2023 


BETWEEN 


THE SECRETARY OF STATE FOR JUSTICE of 102 Petty France, London SW1H 9AJ (“HMPPS”), ICO 
Registration No: Z5679958 (“the Disclosing Party”).  


AND 


RoadTrain, Burnley Road, Off Oliver Road, West Thurrock, Essex, RM20 3EG, ICO Registration No: 
ZA558272  (“the Receiving Party”) 


1 Definitions and interpretation 


1.1 In this DSA: 


Communication means a complaint, request or other 


communication (but excluding any Data 


Subject Request) relating to either party’s 


obligations under any Data Protection Laws in 


connection with this DSA and/or the 


processing of any of the Shared Personal 


Data, including any compensation claim from 


a Data Subject or any notice, investigation or 


other action from a Data Protection 


Supervisory Authority relating to the foregoing 


(and Communicator means the Data 


Protection Supervisory Authority, Data 


Subject or other person initiating or 


conducting a Communication); 


Controller has the meaning given in applicable Data 


Protection Laws; 


Data Protection Laws means: 


(a) the UK GDPR; 


(b) the Data Protection Act 2018; 


(c) the Privacy and Electronic 


Communications (EC Directive) 


Regulations 2003; 
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(d) any other applicable law relating to the 


processing, privacy and/or use of 


Personal Data; 


(e) any laws which implement or 


supplement any such laws; and 


(f) any laws that replace, extend, re-


enact, consolidate or amend any of the 


foregoing; 


Data Protection Supervisory Authority means any regulator, authority or body 


responsible for administering Data Protection 


Laws; 


Data Subject has the meaning given in Data Protection 


Laws; 


Data Subject Request means a request made by a Data Subject to 


exercise any right(s) of Data Subjects under 


Chapter III of the UK GDPR in relation to any 


of the Shared Personal Data or concerning 


the processing of such data; 


UK GDPR means the General Data Protection 


Regulation, Regulation (EU) 2016/679, as it 


forms part of domestic law in the United 


Kingdom by virtue of section 3 of the 


European Union (Withdrawal) Act 2018 


(including as further amended or modified by 


the laws of the United Kingdom or of a part of 


the United Kingdom from time to time); 


Permitted Lawful Basis Article 6 GDPR – Part 1 (a) the data subject has 


given consent to the processing of his or her 


personal data for one or more specific purposes. 


Article 6 GDPR – Part 1 (b) processing is necessary 


for the performance of a contract to which the data 


subject is party or in order to take steps at the 


request of the data subject prior to entering into a 


contract; 


 


 


Permitted Purpose means the purpose as set out in the 


Appendix; 


Permitted Recipients means the Receiving Party’s employees and 


contractors who need access to the Shared 


Personal Data for the Permitted Purpose; 
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Personal Data has the meaning given in Data Protection 


Laws; 


Personal Data Breach has the meaning given in the UK GDPR; 


processing has the meaning given in Data Protection 


Laws (and related expressions, including 


process, processed and processes shall be 


construed accordingly); and 


Shared Personal Data 


 
 
 
 
  


means Personal Data received by the 


Receiving Party from or on behalf of the 


Disclosing Party, or otherwise made available 


by the Disclosing Party for the Permitted 


Purpose. 


1.2 This DSA shall commence upon signature by the Parties and shall continue in effect until the 


Project/data share has been completed in accordance with the requirements of this DSA unless 


otherwise subject to earlier termination in accordance with Clause 17. 


2 Status of this DSA and the parties 


Each party shall be a Controller of the Shared Personal Data. If the parties share the Shared 


Personal Data, it shall be shared and managed in accordance with the terms of this DSA. 


3 Aims and benefits of the data sharing 


The parties wish to document that the specific aims of the sharing of the Shared Personal Data 


under this DSA aims to enable people on probation to book driving, theory and other tests 


associated with HGV/LGV driver training and such sharing is expected to bring the following 


benefits: This is to assist with reducing reoffending by providing HGV/LGV driving skills to help 


obtain employment and that such sharing is necessary to achieve those aims. The Probation 


Service will only provide basic personal data by way of referral form to RoadTrain. It will be the 


responsibility of the person on probation to disclose any medical/disability issues directly to the 


provider as part of their assessment. At the conclusion of the business relationship with Roadtrain, 


they will destroy all paper information and store any information electronically and securely where 


obliged to do so by law. 


4 Compliance with Data Protection Laws 


The Receiving Party shall at all times comply with all Data Protection Laws in connection with the 


exercise and performance of its respective rights and obligations under this Agreement and the 


processing of the Shared Personal Data. This DSA allocates certain rights and responsibilities 


among the parties as enforceable contractual obligations between themselves, however nothing in 


this DSA is intended to limit or exclude either party’s responsibilities or liabilities under any Data 


Protection Laws [(including under Article 82 of the UK GDPR and the duties owed by each party to 


Data Subjects under any Data Protection Laws)]. 


5 Obligations of the Disclosing Party 


The Disclosing Party shall ensure prior to sharing the Shared Personal Data with the Receiving 


Party that privacy notices have been made available to each relevant Data Subject in accordance 


with its obligations under the appendix. The Disclosing Party shall promptly notify the Receiving 
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Party if it becomes aware that a relevant Data Subject has requested that their Shared Personal 


Data is no longer processed by either party for the Permitted Purpose. 


6 Obligations of the Receiving Party 


6.1 The Receiving Party shall ensure that at all times: 


6.1.1 it shall undertake all processing of the Shared Personal Data only for the Permitted Purpose 


and in all respects in accordance with all Data Protection Laws; 


6.1.2 it shall undertake processing of the Shared Personal Data only to the extent consistent with 


the Permitted Lawful Basis (if applicable); 


6.1.3  it shall not by any act or omission cause the Disclosing Party (or any other person) to be in 


breach of any Data Protection Laws; and 


6.1.4 it shall promptly (and in any event within three Business Days) on request provide the 


Disclosing Party with copies of all records referred to in paragraph 11. 


7 Technical and organisational measures 


7.1 The Receiving Party shall at all times: 


7.1.1 put in place and maintain appropriate technical and organisational measures so as to ensure 


the protection of the rights of Data Subjects under all Data Protection Laws and as otherwise 


required to meet the requirements of both parties under all Data Protection Laws; 


7.1.2 implement and maintain appropriate technical and organisational measures to protect the 


Shared Personal Data against accidental, unauthorised or unlawful destruction, loss, 


alteration, disclosure or access; and 


7.2 The Receiving Party shall at all times ensure the processing of the Shared Personal Data shall be 


limited to the authorised personnel of the Receiving Party or of a Permitted Recipient that: 


7.2.1 need to process it for the Permitted Purpose in accordance with this DSA; 


7.2.2 are reliable and adequately trained on compliance with all Data Protection Laws and this 


DSA; and 


7.2.3 are subject to (and comply with) a binding written contractual obligation to keep the Shared 


Personal Data confidential. 


8 Disclosures to Permitted Recipients 


8.1 The Receiving Party shall be liable to the Disclosing Party for all acts and omissions of each of the 


Permitted Recipients as if they were the acts and omissions of the Receiving Party. Each obligation 


in this DSA on the Receiving Party to do, or refrain from doing, anything shall include an obligation 


on the Receiving Party to ensure all Permitted Recipients do, or refrain from doing, such thing. 


8.2 The Receiving Party shall not engage nor permit any staff or third parties other than the Permitted 


Recipients to carry out any processing of any Shared Personal Data. The Receiving Party shall 


ensure at all times: 
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8.2.1 that all processing by Permitted Recipients is conducted in a manner consistent with the 


Permitted Lawful Basis, the Permitted Purpose, the Receiving Party’s obligations under this 


DSA and the restrictions on processing imposed on the Receiving Party under this DSA; and 


8.2.2 without prejudice to the above, that each of the Permitted Recipients (other than the 


employees of a Permitted Recipient or the Receiving Party) carrying out any processing of 


the Shared Personal Data is subject to a binding written agreement regulating its processing 


of the Shared Personal Data which complies in all respects with the requirements of all Data 


Protection Laws (including Article 28 of the UK GDPR). 


9 International transfers 


Except as required by applicable law of the United Kingdom (or any part of the United Kingdom), the 


Receiving Party shall not transfer the Shared Personal Data to any country or territory outside the 


United Kingdom or to any international organisation (as defined in the UK GDPR) without the 


Disclosing Party’s prior written consent. For the purposes of this paragraph 9 ‘transfer’ bears the 


same meaning as the word ‘transfer’ in Article 44 of the UK GDPR. 


10 Data Subject Requests, Personal Data Breaches and Communications 


10.1 The Receiving Party shall promptly (and in any event within 24 hours) notify the Disclosing Party if 


the Receiving Party suspects or becomes aware of any actual or threatened occurrence of any 


Personal Data Breach in respect of any Shared Personal Data. The Receiving Party shall promptly 


(and in any event within 24 hours) provide all such assistance and information as the Disclosing 


Party requires to report any actual or suspected Personal Data Breach to a Data Protection 


Supervisory Authority and to notify affected Data Subjects under Data Protection Laws. 


10.2 The Receiving Party shall promptly (and, in any event, within one Business Day of receipt) inform 


the Disclosing Party if it receives any Communication or Data Subject Request. When receiving and 


responding to a Data Subject Request or a Communication the Receiving Party shall consult in 


advance with the Disclosing Party and promptly comply with the Disclosing Party’s reasonable 


instructions (if any). 


10.3 Subject to the remainder of this DSA, as between the parties, responsibility for compliance with and 


responding to: 


10.3.1 any Data Subject Request falls on the party which first received such Data Subject Request; 


10.3.2 any Communication falls on the party which receives the Communication from a 


Communicator; 


10.3.3 each party’s respective obligations in respect of any Personal Data Breach (including 


notification of a Data Protection Supervisory Authority and/or Data Subject(s)) impacting or 


relating to any Shared Personal Data in the possession or control of the Receiving Party (or 


any third party with whom it has shared such data) falls on the Receiving Party; and 


10.3.4 each party’s respective obligations in respect of any other obligation under Data Protection 


Laws that is not addressed elsewhere in this DSA (including in the appendix) falls on each 


party subject to such obligation(s). 


10.4 The Receiving Party shall notify the Disclosing Party of any action under paragraph 10.3.3 or the 


provisions of the appendix relating to Personal Data Breaches (together with full details) to the 


extent such action relates to this DSA or to the fulfilment of any of the Receiving Party’s obligations 


under Data Protection Laws. Where possible the Receiving Party shall notify the Disclosing Party as 
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soon as possible in advance of such action being taken (and in any event shall do so within one 


business day of such action). 


10.5 Paragraphs 10.3 and the appendix do not restrict either party’s right to perform any of its obligations 


under Data Protection Laws itself in the manner it determines (whether or not in addition to the other 


party having performed such obligation). 


10.6 Each party shall promptly co-operate with and provide reasonable assistance, information and 


records to the other to assist each party with their respective compliance with Data Protection Laws 


and in relation to all Communications and Data Subject Requests. 


10.7 The Disclosing Party’s obligations under: (a) paragraph 10.3.2 to the extent relating to any Personal 


Data Breach; (b) paragraph 10.3.3; (c) the provisions of the appendix relating to Personal Data 


Breaches; and (d) paragraph 10.6 shall be performed at the Receiving Party’s expense, except to 


the extent that the circumstances giving rise to such obligation arose out of any breach by the 


Disclosing Party of its obligations under this Agreement. 


11 Records 


The Receiving Party shall maintain complete, accurate and up to date written records of all of its 


processing of the Shared Personal Data and as necessary to demonstrate its compliance with this 


DSA.  


12 Retention and destruction 


12.1 Except as required by applicable law of the United Kingdom (or any part of the United Kingdom), the 


Receiving Party shall: 


12.1.1 process each part of the Shared Personal Data for no longer than such processing is 


necessary for the Permitted Purpose and compliant with this DSA and all Data Protection 


Laws;  


12.1.2 immediately confidentially, irrecoverably and securely destroy or dispose of all Shared 


Personal Data (and all copies) in its possession or control that can no longer be processed in 


accordance with paragraph 12.1.1; 


12.1.3 After the Shared Personal Data has been destroyed, the Data Recipient will sign a 


declaration to confirm that the Shared Information and all copies of the shared information 


have been destroyed and to the required standards. 


13 Indemnity 


13.1 The Receiving Party shall indemnify and keep indemnified the Disclosing Party against: 


13.1.1 all losses, claims, damages, liabilities, fines, sanctions, interest, penalties, costs, charges, 


expenses, compensation paid to Data Subjects (including compensation to protect goodwill 


and ex gratia payments), demands and legal and other professional costs (calculated on a 


full indemnity basis and in each case whether or not arising from any investigation by, or 


imposed by, a Data Protection Supervisory Authority) arising out of or in connection with any 


breach by the Receiving Party of its obligations under this DSA; and  


13.1.2 all amounts paid or payable by the Disclosing Party to a third party which would not have 


been paid or payable if the Receiving Party’s breach of this DSA had not occurred.] 
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14 Additional arrangements 


Each party shall comply with its respective obligations, and may exercise its respective rights and 


remedies, under the appendix. 


15 Costs 


Each party shall pay its own costs and expenses incurred in connection with the negotiation, 


preparation, signature and performance of this DSA. 


16 Key contact at each party 


The parties wish to record for reference that the representative within their organisation with overall 


internal responsibility for ensuring the respective party’s compliance with its obligations under this 


DSA (including those relating to Data Subject Requests) is the Ministry of Justice’ Data Protection 


Officer who can be contacted at dpo@justice.gov.uk (in the case of the Disclosing Party) and 


enquiries@roadtrain.co.uk (in the case of the Receiving Party).  


The Parties will each appoint a representative to be the local primary point of contact in operational 


matters relating to this Agreement: 


For (Probation on behalf of HMPPS): 


Name: Louise Renyard     


Role: Commissioning & Partnership Manager   


Address: Adam Court, 12-13 Adam Court, Newark Road, Peterborough, PE1 5PP  


E-mail: Louise.Renyard@justice.gov.uk  


 


For (RoadTrain):  


Name: Dawn Shayes   


Role:  


Address: Burnley Road, Off Oliver Road, West Thurrock, Essex, RM20 3EG  


E-mail: enquiries@roadtrain.co.uk  


 


17 Termination 


17.1 Either may terminate this DSA upon [one] month’s written notice to the other. 


17.2 Either Party may terminate this DSA with immediate effect in the event of breach of its obligations by 


the other Party to this DSA. 


17.3 Any disputes arising concerning this DSA will be resolved initially by discussions between the MoJ 


and the Data Recipient.  
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AS WITNESS of which the parties have set their hands on the day and year first above written 


SIGNED for and on behalf of 
THE SECRETARY OF STATE 
FOR JUSTICE 
By: 


 Signed:  


 Name: Hilary Collyer 


Title: Head of Community Integration and 
Partnerships 


 Date:  


SIGNED for and on behalf of 


 
(The Receiving Party) 
By: 


 Signed:  


 Name:  


 Title: 


 Date:  
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THE APPENDIX  


ADDITIONAL ARRANGEMENTS RELATING TO ERROR! REFERENCE SOURCE NOT FOUND. 


Types of Shared Personal Data 
The parties intend to share the following types of Personal Data under this Agreement: 


 


Reference: Shared Personal Data [#1] Legal Basis Format/Detail 


Subject matter 


of the Personal 


Data 


The subject-matter of processing of personal data 


by the receiving party is for the provision of Service 


to the disclosing party.  This will involve the 


processing of personal data as requested in the 


referral form. 


Article 6 GDPR 


– Part 1 (a) the 


data subject has 


given consent to 


the processing 


of his or her 


personal data 


for one or more 


specific 


purposes. 


Article 6 GDPR 


– Part 1 (b) 


processing is 


necessary for 


the performance 


of a contract to 


which the data 


subject is party 


or in order to 


take steps at the 


request of the 


data subject 


prior to entering 


into a contract; 


 


 


Via CJSM accounts 


The nature and 


purpose of 


processing 


The purpose of the share is to enable people on 
probation to book driving, theory and other tests 
associated with HGV/LGV driver training to gain a 
qualification. This is to assist with reducing 
reoffending by providing HGV/LGV driving skills to 
help obtain employment.  
 


  


Type of 


Personal Data 


Basic Personal Data  • Name and 


address 


• Date of birth 


• Driving 


licence 


information 


• National 


insurance 


number (for 







Data Sharing Agreement (DSA) July 2021 10 


Reference: Shared Personal Data [#1] Legal Basis Format/Detail 


licence 


confirmation) 


Via Referral Form 


Categories of 


Data Subject 


People on Probation  Via Referral Form 


 


Transparency information 


For (Receiving Party) RoadTrain Privacy Policy - RoadTrain 


 
For HMPPS 


Probation-Service-Pri


vacy-Notice.pdf  


Procedures for addressing Personal Data Breaches 
In the event of a personal data breach section 10 above should be implemented and the single points of 
contact below notified. 
 
For RoadTrain, Burnley Road, Off Oliver Road, West Thurrock, Essex, RM20 3EG 
enquiries@roadtrain.co.uk telephone number 01708 890953 or 01708 865455 
 
For Ministry of Justice, 102 Petty France, London SW1H 9AJ dpo@justice.gov.uk, telephone number    
0203 334 0324. 


Detailed procedures for addressing Data Subject Requests and 
Communications 
 


 The Receiving Party acknowledges that Ministry of Justice is subject to the requirements of FOIA 


(https://www.legislation.gov.uk/ukpga/2000/36/contents) and the Environmental Information Regulations 


(https://www.legislation.gov.uk/uksi/2004/3391/contents) and shall assist and co-operate with HMPPS to 


enable HMPPS to comply with its information disclosure obligations.  Ministry of Justice currently has 1 


calendar month to respond to a Subject Access Request (SAR) and 20 working days for a FOI request. 


The Receiving Party agrees to: 
 


I. transfer to HMPPS all Requests for Information that it receives as soon as practicable and, in any 
event, within 2 [two] Working Days of receiving a Request for Information; 


II. provide HMPPS with a copy of all information in its possession, or power in the form that HMPPS 
requires within 5 [five] working days (or such other period as HMPPS may specify) of HMPPS's 
request; and 


III. provide all necessary assistance as reasonably requested by HMPPS to enable HMPPS to respond 
to the Request for Information within the time for compliance set out in section 10 of the FOIA or 
regulation 5 of the Environmental Information Regulations. 



https://www.roadtrain.co.uk/privacy-policy/

mailto:enquiries@roadtrain.co.uk

mailto:dpo@justice.gov.uk

https://www.legislation.gov.uk/ukpga/2000/36/contents

https://www.legislation.gov.uk/uksi/2004/3391/contents
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Ministry of Justice shall be responsible for determining in its absolute discretion and notwithstanding any 


other provision in this ISA or any other ISA whether any information is exempt from disclosure in 


accordance with the provisions of FOIA or the Environmental Information Regulations. 


In no event shall the Receiving Party respond directly to a Request for Information unless expressly 


authorised to do so by Ministry of Justice. The Receiving Party shall ensure that all information is retained 


for disclosure in accordance with HMG guidelines (see link in definitions) and shall permit HMPPS to 


inspect such records as requested. 


Transfer of the Shared Personal Data 
Referrals to the Receiving Party are made primarily via secure email or telephone.  Any reference to the 


person on probation, during a verbal exchange, will be via their initials only.  The receiving party will be 


directed to the email, sent to the recognised secure mailbox, informing them of the data subject’s name and 


the additional information concerned.  They will then confirm successful receipt of the email prior to ending 


the phone contact.  This process also applies to the communication of any causes for concern and will 


ensure that vital information is conveyed in the most expedient and reliable way. 


Procedures to ensure the accuracy of the Shared Personal Data 
Under Article 5(1)(d) of the UK GDPR the Ministry of Justice and the Receiving Party must ensure that 


Shared Personal Data is. 


I. processed lawfully, fairly and in a transparent manner in relation to the data subject (‘lawfulness, 


fairness and transparency’) 


II. collected for specified, explicit and legitimate purposes and not further processed in a manner that is 
incompatible with those purposes; further processing for archiving purposes in the public interest, 
scientific or historical research purposes or statistical purposes shall, in accordance with Article 
89(1), not be considered to be incompatible with the initial purposes (‘purpose limitation’); 


III. adequate, relevant, and limited to what is necessary in relation to the purposes for which they are 
processed (‘data minimisation’); 


IV. accurate and, where necessary, kept up to date; every reasonable step must be taken to ensure 
that personal data that are inaccurate, having regard to the purposes for which they are processed, 
are erased or rectified without delay (‘accuracy’); 


V. kept in a form which permits identification of data subjects for no longer than is necessary for the 
purposes for which the personal data are processed; personal data may be stored for longer periods 
insofar as the personal data will be processed solely for archiving purposes in the public interest, 
scientific or historical research purposes or statistical purposes in accordance with Article 89(1) 
subject to implementation of the appropriate technical and organisational measures required by this 
Regulation in order to safeguard the rights and freedoms of the data subject (‘storage limitation’); 


VI. processed in a manner that ensures appropriate security of the personal data, including protection 
against unauthorised or unlawful processing and against accidental loss, destruction, or damage, 
using appropriate technical or organisational measures (‘integrity and confidentiality’). 


The controller shall be responsible for, and be able to demonstrate compliance with, paragraph 1 
(‘accountability’) 


Under Article 16 of the UK GDPR individuals have the right to have inaccurate personal data rectified and in 


line with section 5 above. 



https://gdpr-info.eu/art-89-gdpr/

https://gdpr-info.eu/art-89-gdpr/

https://gdpr-info.eu/art-89-gdpr/
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I. The data subject shall have the right to obtain from the controller without undue delay the 


rectification of inaccurate personal data concerning him or her. Taking into account the purposes of 


the processing, the data subject shall have the right to have incomplete personal data completed, 


including by means of providing a supplementary statement. 


Review of data sharing arrangement 
A review of the information share is to be conducted by HMPPS and the Receiving Party and this is a 
mandatory annual requirement from the point of signature.  
 
HMPPS and the Receiving Party will assess risks to the confidentiality, integrity and availability of 
information in this information share at least annually taking account of views of all involved in the share, to 
confirm that information is still proportionate, communicated securely, used appropriately and still as a legal 
requirement.  
 
It is recommended that a review is undertaken at the five-year point to seek assurance that the service is 
meeting the purpose/objectives. Expectations are that both parties (as stated in clause 4) will discuss the 
following: 
 


• Any known difficulties in the share – e.g. not getting timely information from the Probation Service 
and/or updates on progress from the Partner 


• Referral rates – are they as expected? 


• Completions – are they as expected? 


• Concerns – have there been any un-authorised releases of information and or incidents relating to 
this share? 


• Are the objectives of the share being met? 
 






image2.emf
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CRS Vetting Guidance.pdf


1 
 


VG – V1.2  
 


Vetting Requirements of staff and volunteers of Commissioned 


Rehabilitative Service Suppliers- Effective 1st November 2022.   


Purpose   


This document is an Aide Memoire, intended to simplify guidance about which vetting checks are required for staff or volunteers 


within the organisations of suppliers of rehabilitative services; it is not intended to provide full details of how to carry out the checks 


and does not replace the relevant Probation Instructions (PI).   


Scope    


This guidance relates to Non-Directly Employed personnel only   


Out of Scope   


Vetting in respect of Directly Employed Personnel. These should follow existing BAU protocols.   


General   


Minimum checks that all responsible employers should undertake include confirmation of identity and right to work checks  


HMPPS Vetting Requirements   


All HMPPS non directly employed personnel must be vetted to Enhanced Level 1 as standard. This is a higher level of vetting than 


BPSS as it includes spent and unspent convictions. It supersedes the need for a BPSS Check.   


HMPPS Enhanced Level 1 vetting is carried out by Shared Services Connected Limited (SSCL)via prison VCP. SSCL will only 


accept requests for Enhanced Level 1 Vetting via a Clearance Request Form received from a Vetting Contact Point (VCP). This is 


applicable for all staff, even if the person will not be accessing a prison.   
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Role / Responsibility    Minimum Vetting 


Required   


Carried Out By   Additional   


Requirements   


Supplier Action   Comments    


Staff or volunteers 


needing 


unaccompanied   


access to prison(s)    


   


*Enhanced Level 


1   


Shared Services   


Connected Limited  
(SSCL) via prison VCP. 
Indicative timescale of 12 
working days for 
completion of Enhanced 
Level 1 vetting once all 
required  
documentation/information 
has been received by 
SSCL from the applicant.   


   


**Standard Plus 
Prison is needed if 
relevant 
convictions, 
cautions warnings 
identified.    
The supplier must 
ensure that they 
are following the 
guidance in 
relation to the 
requirements   
for Standard Plus 
Community 
assessment (as 
per PI 23/2014) 
which must be 
approved by a 
senior manager 
from the Probation 
Service to work in 
Probation settings; 
this assessment 
must be reviewed   


annually The ACT 
will monitor 
compliance, but 
compliance is the   
responsibility of the 


sponsor who 


signed off.    


Supplier 


contacts the 


VCP at (one of) 


the prison(s) 


where the 


person will need 


access to either 


check if they 


already have 


valid vetting or, if 


not, to request 


this.   


See PI 23/2014 


re Standard Plus   
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Staff or volunteers 


needing 


unaccompanied 


access to High 


Security Estate   


Enhanced Level 


2 plus CTC   


Shared Services Connected   


Limited (SSCL) via prison   


VCP   


Standard Plus 


Prison needed if 


relevant 


convictions, 


cautions warnings 


identified. See 


above for principle   


Supplier 


Contacts VCP at 


(one of) the 


prison(s) where 


the person will 


need access to 


either check if 


they already 


have valid 


vetting or, if not, 


to request this.   


   


  


Staff or volunteers 


needing 


unaccompanied 


access to Youth 


Offender facility   


Enhanced level 1 
plus Enhanced   
DBS certificate   


Shared Services Connected   


Limited (SSCL) via prison   


VCP   


Standard Plus 


Prison may be a 


consideration if 


relevant 


convictions, 


cautions warnings  


identified. See 


above   


Supplier Contacts 
VCP at (one of) 
the Youth   
Offender   


Institutions where 


the person will 


need access to 


either check if 


they already have 


valid vetting or, if 


not, to request 


this.   
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Any staff or 


volunteers on the 


HMPPS 


commissioned 


services (includes 


those who will see 


people on 


probation, have 


access HMPPS 


data or systems or 


be a manager of 


those undertaking 


these activities).   


*Enhanced Level 


1   


Shared Services Connected   


Limited (SSCL) via 


community   


VCP   


Standard  Plus  


Community  


assessment is 


needed if relevant 


convictions, 


cautions.  


warnings 


identified. The 


supplier should 


ensure that they 


are following the 


guidance in 


relation to the 


requirements 


around Standard 


Plus Community 


assessment (as 


per PI 23/2014) 


which must be 


approved by a 


senior manager 


from the Probation  


Service; this 


assessment must 


be reviewed 


annually The ACT 


will monitor 


compliance, but 


compliance is the 


responsibility of 


the sponsor who 


signed off.   


Supplier Contacts 
VCP in their 
region to request 
the vetting   
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Any staff or 


volunteers on the  


HMPPS-


commissioned  


service who will not 


need 


unaccompanied 


access to  


any HMPPS 


buildings or 


HMPPS data or 


systems 


  


 


Supplier carries 


out BPSS, inc 


basic-level DBS 


check.   


No HMPPS checks required 


as part of process, however 


HMPPS reserves the right 


to carry out assurance 


checks to ensure 


compliance. These checks 


may be carried out on a 


random or riskbased sample 


basis. If issues are 


identified, further assurance 


and checks may be required 


as appropriate and 


proportionate.   


  


Suppliers may also ask 


HMPPS ACT team to carry 


out an Exclusion List check 


if they wish to do so, but it is 


not mandatory to do this.   


The supplier should 


carry out a  


Standard Plus 


Community 


assessment (as per 


PI 23/2014) which 


must be approved 


by a senior 


manager from the 


supplier; this 


assessment must 


be repeated 


annually.  


Supplier 
responsibility to 
consider any 
appeals from 
applicants re its 
BPSS and DBS 
checks or 
Standard Plus 
Community 
assessments.   


 


* The Exclusions List/Register check is carried out on all those who will be working in a HMPPS establishment, this is a check 


undertaken on all applicants to HMPPS and is checked at the same time as the Enhanced Level 1 check an is not an additional 


requirement ** Enhanced Level 1 and Standard Plus can be progressed simultaneously.   
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Application of vetting requirements for existing or 


transferring staff  Where staff have previously been working for 


either: - The supplier on a different service or contract.   OR  the 


previous employer where a TUPE staff transfer applies   


   


• the person has been successfully vetted to the appropriate level in the last 3 years; AND    


• the person has two years remaining at the point of service commencement (Call-off Commencement Date for Dynamic 


Framework contracts) before reaching the five-year vetting expiry point; AND    


• the person has had no breaks in employment over 6 months; AND   


• the supplier can evidence the three points above, including where relevant any Standard Plus assessments (although these 


are only valid for 12 months prior to review).   


HMPPS will need to know and see evidence of the level of vetting that the person holds. If they do not hold Enhanced Level 1 or 


cannot evidence, it then this will need to be completed prior to entry.   


   


Confirmation of successful vetting   


When required to confirm to the Authority that staff or volunteers – be they new, existing, or transferring staff - have been 


successfully vetted, for instance for implementation milestones or for access to the Customer Approved System for referring and 


monitoring interventions, suppliers must provide the following information for people subject to DBS checks:   


• Name of person   


• Type of DBS check    


• DBS check number   


• Date DBS check result received   


• Confirmation that no convictions / cautions / warnings etc were shown on the DBS check; or, if they were, an 


explanation and evidence regarding the Standard Plus risk assessment will be required.   


, For all other checks suppliers should provide the following:   


• Name of person   


• Type of HMPPS check (e.g., enhanced level 1)   


• Name of VCP who led check   
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• Name of prison where VCP was based •   Confirmation that check was successful.   


   


   


Further guidance https://www.gov.uk/guidance/probation-instructions-pis#instructions-5    


The Centre of Protection for National Infrastructure (CPNI) has information to help organisations carry out pre-employment 


screening processes: https://www.cpni.gov.uk/employment-screening.    


Any other questions should be sent to recruitment-decisions@justice.gov.uk.   


1 https://www.gov.uk/government/collections/dbs-checking-service-guidance--2    


2  


https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/714002/HMG_Baseline_Personne


l_Security_S tandard_-  


_May_2018.pdf   
3 NB BPSS only requires a check of unspent convictions which equates, under DBS, to a basic-level DBS check, but for some staff 


or volunteers within   


rehabilitations services suppliers, we require, as set out in this document, a check of spent and unspent convictions, cautions, 


reprimands and final warnings, which equates to a standard-level DBS check    
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https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/714002/HMG_Baseline_Personnel_Security_Standard_-_May_2018.pdf

https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/714002/HMG_Baseline_Personnel_Security_Standard_-_May_2018.pdf

https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/714002/HMG_Baseline_Personnel_Security_Standard_-_May_2018.pdf

https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/714002/HMG_Baseline_Personnel_Security_Standard_-_May_2018.pdf

https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/714002/HMG_Baseline_Personnel_Security_Standard_-_May_2018.pdf

https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/714002/HMG_Baseline_Personnel_Security_Standard_-_May_2018.pdf

https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/714002/HMG_Baseline_Personnel_Security_Standard_-_May_2018.pdf

https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/714002/HMG_Baseline_Personnel_Security_Standard_-_May_2018.pdf
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Glossary   


ACT   
Approvals & Compliance 


Team   


HMPPS team assesses any risks identified during the vetting process; it maintains the Exclusion List 


and carries out checks against this list; and it provides assurance of vetting processes.    


See section 4 below for process for sending required checks to ACT (only when required as per tables 


above).    


EL1   Enhanced Level 1   


HMPPS security clearance check - This would include ID and right to work checks, declared 


employment history and if required (in exception for non-directly employed) reference checks, Previous 


employment within HMPPS and exclusions check, conduct checks including Police national computer 


checks, where required financial checks, offender connection checks, Membership of groups and 


organisations with racist philosophy, aims principles or policies checks  


DBS   Disclosure & Barring 


Service1   


Government body which carries out different levels of checks regarding criminal records   


BPSS   
Baseline Personnel 


Security Standard2   


1. Right to work - nationality and immigration status   


2. Identity verification   


3. Criminal records check of unspent convictions 3   


Employment history + employment gap verification   


DBS 


standard   


DBS standard level check   Shows spent and unspent convictions, cautions, reprimands, and final warnings (subject to DBS filtering 


rules)   


   Exclusion List   List of excluded former prison and probation personnel maintained by ACT (see PI 60)    


   Standard Plus   


These are additional risk assessments, as required by PI 23/2014, for those with criminal records which 


appear on the relevant criminal records checks. There are separate assessments for prisons and 


community sites i.e., Standard Plus Prison or Standard Plus Community assessment.   


CTC    Counter Terrorism Check   These are additional checks including a check of MI5 records    


SSCL    
Shared Services Connected 


Ltd   


Shared Services Connected Limited (SSCL) provide business support services including HR, payroll, 


and preemployment checks for the MoJ and HMPPS.   
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VCP  Vetting Contact Point   


Formal role in HMPPS (prisons and probation) which liaises between staff member or volunteer or 


applicant and Shared Services Connected Limited (SSCL), to ensure vetting carried out correctly.   


Suppliers do not need formal VCPs but will need someone carrying out a similar role to check staff 


member / volunteer / applicant’s documents and liaise with DBS etc.    
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